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SUBJECT

This is a Request for Information (RFI) for a Business Process Management Suite (BPMS).  The Washington State Department of Retirement Systems (DRS) plans on using a BPMS solution for replacing core mainframe applications, which are over 20 years old.  This RFI seeks responses from BPMS vendors.  At this time, this is not a request for information from BPMS integrators. 

PURPOSE OF THIS REQUEST FOR INFORMATION

The objectives of this RFI are to:
· Identify potential BPMS vendors.
· Verify that BPMS will meet our requirements.
· Verify that BPMS is a cost-effective solution and within our budget.
· Gather the information necessary to produce an effective Request for Proposals (RFP).
· Determine key factors/conditions for a successful BPMS deployment. 

Response to this RFI is voluntary and is not a prerequisite for responding to a future solicitation for a BPMS procurement.  Proposals submitted in response to any subsequent RFP will be evaluated on their own merit, with no advantage or disadvantage resulting from this RFI.

RESPONSES DUE

Please provide your responses in an electronic format.  We value your time and do not require lengthy responses; a 1-3 sentence response is sufficient for most items, with links to electronic reference materials where appropriate.  We are requesting that vendors not respond with any preprinted materials or marketing literature.  Links to such information in electronic form may be included in the response as appropriate.  

As a follow up to this RFI, respondents should be prepared to provide an on-site demonstration of relevant capabilities upon request.

Responses to this RFI should be submitted to the RFI Coordinator no later than February 8, 2013, at 4:00 p.m., Pacific Standard Time.  

Please do not cut and paste your responses into this RFI.  Instead, provide your response as a separate electronic document and include numbers referencing the RFI items you are responding to. Only one electronic copy need be submitted.  

E-mail is the preferred method of delivery.  Hardcopy responses and materials will be accepted; faxed responses will not.  Please submit responses to the RFI Coordinator at the following address and/or email:

RFI Coordinator’s Mailing Address
Attn:  Jilene Siegel
Department of Retirement Systems
6835 Capitol Blvd
PO Box 48380
Olympia, WA 98504-8380

RFI Coordinator’s Email Address
jilenes@drs.wa.gov

An informational conference call will be held on February 4, 2013, at 1:30 PM Pacific Daylight Time, to answer questions related to the RFI content.  To participate in the conference call, email your request to the RFI Coordinator by January 31, 2013. Instructions for joining the call will be provided when your request is confirmed. Questions regarding the RFI process should be directed to the RFI Coordinator via email or by calling (360) 664-7291.

NO CONTRACTUAL RELATIONSHIP	

This RFI is issued solely for information and planning purposes only and does not constitute a solicitation.  The issuance of this RFI and your preparation and submission of information do not commit DRS to any contractual relationship, directly or indirectly.  DRS will not reimburse or make payment for any costs incurred in the preparation and submittal of your response.  
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All materials submitted in response to this RFI become the property of DRS.  DRS has the right to use any of the ideas presented in any such materials.  

Proprietary Information – pUBLIC dISCLOSURE

DRS will comply with Chapter 42.56 RCW (the Public Records Act) and its Public Records Policy in responding to all public disclosure requests relating to this RFI. Materials submitted in response to this RFI become public records as defined by the Act.

Information in the response that the Vendor clearly designates as proprietary may be exempt from disclosure, to the extent allowable under the exemption provisions of the Public Records Act. Vendors may not mark the entire response or the cost information as proprietary or confidential. All claims of exemption must be clearly marked and must include the citation from the Public Records Act for the specific exemption being claimed. Claims that are overbroad, vague, or not based on a statutorily-authorized exemption, will not be honored.

Vendors wishing to designate portions of their response as proprietary may contact the RFP Coordinator for more information regarding the requirements of this section.
 
Background [including budgetary information]

DRS Overview
DRS is a state agency created by the 1976 Washington State Legislature. DRS currently administers eight statewide public employee retirement systems, including fifteen pension plans. Three of the pension plans are defined benefit plans with a defined contribution component, and the other twelve plans are defined benefit only. The Department also administers a voluntary deferred compensation program (a 457 plan). In addition, the Department is responsible for administering the Social Security and Medicare coverage program, also known as the Old Age and Survivors’ Insurance Program (OASI) for all state and local government employers throughout the state of Washington and serves as a facilitator and communication bridge between government employers, the Social Security Administration and the Internal Revenue Service.

DRS provides services to approximately 500,000 active, inactive and retired members and has close relationships with 1,300+ public employers who report money and payroll data to the Department. The Department collects approximately $2 billion in contributions and pays out $3+ billion in retirement benefits each year.

DRS participates in annual public pension administration benchmarking with CEM Benchmarking Inc. CEM’s comprehensive benchmarking analysis has consistently identified that DRS administers one of the most complex groups of pension plans in the nation.

You can find additional information about DRS on our website and in the following financial reports:

2012 Comprehensive Annual Financial Report (CAFR) 
2012 Summary Annual Financial Report (SAFR) 

Current DRS Technology Environment
A majority of DRS business processes are currently based on mainframe applications that run on an IBM System in a z/OS environment. This environment is off-site and is operated by the Washington State Consolidated Technology Services (CTS); see Appendix A – DRS Computing Environment. The applications are written in Software AG’s Natural programming language and access Software AG ADABAS databases. 

The core retirement business services are maintained in a single database system. This system is integrated and includes the Employer Information, Member Information, Benefits, Disbursements, and Receivables Management Systems, and other functions.  See Appendix B – High-Level Systems Overview.

DRS has several web applications, as well. DRS provides its employers electronic services for Web-Based Employer Reporting (WBET), employer payment of retirement contributions (ePay), and Member Reporting Verification (MRV).  DRS members/retirees have access to various web applications, including the ability to view account information, calculate a retirement estimate, register for a seminar and complete a retirement application electronically.   These web-based applications are connected to the z/OS data and applications though middleware; either IBM Message Queue (MQ), or Software AG Entire-X.

Documents which are received from members are scanned into an imaging system.  Documents which are electronically generated by DRS and sent to members are also formatted into an image format (typically TIFF) or PDF and stored in the imaging system. 

Summary of current technology environment:
	Technology
	Platform

	Telephony hardware & software
	Avaya (not VOIP)

	Multichannel Queue/Routing
	Avaya (not VOIP)

	Server operating system
	Microsoft Windows Server 2008 R2

	Authentication/Authorization
	Microsoft Active Directory (AD), Active Directory Federated Service (ADFS) 
RACF for z/OS services

	Client/Server database
	Microsoft SQL Server 2008/2012

	Desktop operating system:
	Microsoft Windows 7 Enterprise

	Office Productivity Software:
	Microsoft Office 2010

	E-Mail System
	Microsoft Exchange Server 2010 – Supports only MS Exchange web services, not POP, MAPI or IMAP for interoperability. Supports SMTP for outbound messages.

	Enterprise Content Management System
	SharePoint 2007, transitioning to 2013 soon

	Web Content Management (WCM) system
	Adobe Contribute, Adobe Dreamweaver

	Web development tools
	Visual Studio – Programming Language: C#.Net

	Web server
	Microsoft Internet Information Server (IIS) 7.5 

	Mainframe database
	Software AG’s ADABAS

	Mainframe programming language
	Software AG’s Natural Language

	Middleware
	IBM Websphere MQ or Software AG’s Entire-X

	Imaging system
	Open Text Process 360 with custom VB.net application



Approach/Budget
Although DRS plans to re-architect all core systems using BPMS, the Employer Information System (EIS) will be the first business application built using BPMS. DRS submitted a funding request to the 2013 Washington State Legislature, requesting funding to replace EIS. If this request is approved and fully funded, DRS will have approximately $3,000,000 to fund a BPMS and rebuild EIS. This amount is inclusive of all costs for hardware, software licensing fees, data storage, training, migration, integrator, development/testing, personnel, quality assurance, and other products/services associated with the procurement and installation of a BPMS and rebuilding EIS. Our goal is to have the BPMS installed two months after a contract is signed and DRS team members trained and a first EIS process (pilot) developed/implemented two months after the initial installation.

Suggested response format

Please provide your responses to the information requested in the following sections 7-12.  Formatting the responses into tables is recommended, to minimize the effort by respondents and for ease of analysis by DRS.  Nevertheless, respondents are free to develop their responses as they see fit.  Regardless of the format used, please indicate the item number for each response.

Solution and company information

	CO-1
	Briefly describe your company, product(s) and services, history, ownership, financial information, future roadmap, and other information you deem relevant.

	CO-2
	Identify the BPMS solution referenced in your response to this RFI

	CO-3
	Contact information including name, email address and telephone number



requirements and capabilities
Indicate how your solution meets each requirement listed below.  If your product doesn’t fully meet the requirement, describe any alternative solutions.

Functional Requirements
	FR-1
	Workflow (Orchestration)
a. Once a process model is complete and accurately defines the business process, a BPMS must be able to implement (“orchestrate”) the process, based upon the model, using the privileges defined by a local security package (preferably AD or ADFS).
b. Workflow would handle navigation, authorization, notification and critical-path analysis of defined business processes.
c. Workflows would be capable of spawning child workflows (both synchronous and asynchronous), and maintain status/state accordingly, ensuring a completely proper process through all sub components.
d. Each step of a workflow must produce audit records.

	FR-2
	Process Modeling
a. A graphical modeling tool which allows business managers and business analysts to represent each step of a business process. 
b. Provide visible, easy-to-understand process documentation across organizational units such that cross-divisional impacts are understood.
c. Changes to the process are versioned and retained; multiple versions may be used in production simultaneously, and previous versions optionally reactivated.
d. Models are protected by a security/authorization system (preferably AD or ADFS), and validated via discrete procedures (corresponding to the individual model).

	FR-3
	Rules Engine 
a. Rules engine supports the development of business rules independent of the business process. 
b. Rules are re-usable across processes.
c. Rules are versioned and retained.
d. Rules are protected by a security system and validated via discrete procedures (corresponding to the rule).

	FR-4
	Real-Time Analytics
a. BAM (Business Activity Monitoring); monitoring of current activity; now… as it is happening. 
b. BI (Business Intelligence); Capture of the business’ historic activity. Typically a repository for “data mining”, for trend analysis or forensic investigations.
c. Basic set of reporting available. Allows extensive custom reporting, including custom personalized dashboards. 
d. Capable of automating periodic (snapshot) reporting.

	FR-5
	Simulation Capability  
a. The completed process models are able to simulate a real-life situation using a set of historic or mimicked data.
b. The simulation would identify estimated elapsed-time requirements, potential bottleneck(s), and staffing-requirements.

	FR-6
	Portals (Internal/External)
a. Able to produce presentations containing content from multiple sources in a single “360” perspective.  (i.e. an imaging system, mainframe textual, and HTML ).
c. Able to produce presentations that are functional and easily used on multiple mobile device types (i.e. phone, tablet, laptop). 
d. Able to produce American Disability Act (ADA) compliant presentations.

e. Able to natively interface with standard security packages (e.g. AD, ADFS) and integration protocols (e.g. MQ, Web Services).

	FR-7
	Audit Logging (full)
Administrator able to define and activate/deactivate auditing for each step of a process.
a. Security (ID, logon activity).
b. Application (transaction type and status).
c. Error tracking.
d. Individual transactions (e.g. success, failure, in-progress).
e. Volume/use statistics.

	FR-8
	Data Transformation (mapping)
Transform data via rules or other intelligent automation
a. Business-specific encoded values or type-codes.
b. Security encryption of sensitive business info.
c. Record element/layout restructuring.

	FR-9
	Self-Documenting 
a. Generated workflows and business processes models able to generate current documentation, using business vernacular (including inputs, roles, navigation, and rules).
b. Drill-down detail of visual process models/flowcharts.
c. Meta Data within business processes for technical support.

	FR-10
	Multiple print/communication channels 
a. Paper
b. HTML 
c. Imaging systems 
d. Mobile
e. E-Mail.

	FR-11
	Custom Dashboards 
a. Connected to BAM and BI.
b. Graphical capabilities.
c. Custom personalized dashboards.

	FR-12
	Custom Reports
a. Connected to BAM and BI.
b. Graphical capabilities.
c. Custom personalized reports.



Technical Requirements
	TR-1
	Portability
a. All versions of process rules, workflows, models, and generated software able to be extracted and ported to other platforms or BPMS.
b. Process models must use Industry Standards (BPMN, BPEL, XPDL).
c. Software must use standard class libraries for the language used.
d. Annotations and appendix information stored with industry standard protocols (e.g. XML).

	TR-2
	Scalability
a. Data storage capacity
b. Workload/processing capacity




	TR-3
	Must be able to support data at multiple locations (Cloud, On-Premise, or hybrid).  This includes business data, as well as process rules, workflows, and models.

	TR-4
	Integration Capabilities (Strategy)
a. Native integration methods (Web Services, REST, etc.)
b. Standard integration protocols (e.g. MQ)
c. For .NET and z/OS mainframe environments
d. For an industry standard Enterprise Service Bus.

	TR-5
	Versioning of applications 
a. Coupled to the versioning of workflow, rules and models
b. Multiple versions in production concurrently
c. Automated Date/Timed release of versions
d. Fully separated environments for Test, QA, and Production
1. Security
2. Correspondence
3. Printing

	TR-6
	Release Management in a Cloud solution
a. Describe the governance model for implementing
1. Generated software 
2. Process Rules
3. Workflows
b. Describe the procedure for system-level (environmental) upgrades
1. Announcing
2. Testing
3. Scheduling
4. Back-out, if necessary
c. Describe the services provided for Disaster Recovery
d. Describe the services provided for Incident response

	TR-7
	Ability to connect to proprietary package API (e.g. ADABAS, Entire-X)

	TR-8
	Certifications
a. Support Staff
b. Gartner/Forrester
c. Integrations with other vendors
d. Security

	TR-9
	Process modeling tool 
Generates all necessary code to implement a workflow (not necessarily all of the individual service components, but the integration and execution of the process.)

	TR-10
	Data Transformation (mapping)
Transform data via rules or other intelligent automation
a. Platform code-tables and endian configurations, including Unicode.
b. Security encryption (passwords and account info.).



Optional Features and Functionality
	OF-1
	Automated alerting for thresholds; security, volume, or date-sensitive/content-amounts.

	OF-2
	Automated audit/log retention controls by log type. (e.g. deletion, archival)



Professional Services
	PS-1
	Briefly describe your strategy for providing professional services support for up to one year

	PS-2
	How long does planning typically take?

	PS-3
	Installation
a. Do you typically partner with an integrator for installation? If so, who?
b. How long does installation typically take?
c. What are key success factors for installation?

	PS-4
	Training 
a. Provide example of typical training plan.
b. Describe how long it takes an organization to be self-sufficient.

	PS-5
	Migration
a. Is it necessary (or recommended) to migrate existing data? If so, what expertise/assistance is available?
b. What is the recommended strategy for migrating existing applications into business processes? What expertise/assistance is available?
c. What professional services are needed/available for investigating and strategizing the exiting platform’s preparedness? Or, is that part of the planning process? (For example, do we have the components needed for integration/use of a BPMS?)

	PS-6
	Development
What are key success factors for developing application systems using BPMS?

	PS-7
	Maintenance
a. For cloud-hosted service, will additional professional services be required to periodically upgrade the BPMS infrastructure? If so, describe the process.
b. For on-premise service, describe knowledge and skills required to upgrade an installed BPMS.


	PS-8
	Knowledge transfer and operational transition
a. What additional specialized knowledge/skills are required of agency technical personnel; for both cloud, or on-premise installations (e.g., security, monitoring, tuning, customizing, integration, BPEL, etc.)?
b. What additional knowledge/skills are required of agency business personnel (e.g., data flows, BPMN, dashboards, etc.)?
c. Is the knowledge acquired via professional services, or online tutorials, help-screens, or other methods?
d. How long does it typically take for agency personnel (both technical and business) to gain the necessary knowledge/skills to effectively use BPMS?




Licensing Structure and Costs
	L&C-1
	Describe the licensing and rate structure, including:
a. Enterprise licensing
b. User licenses 
c. Other

	L&C-2
	Describe any licensing issues involving external users of applications developed on your platform

	L&C-3
	Describe the factors that have the greatest impact on cost, including cost tradeoffs where applicable




	L&C-4
	Will your solution fit within the budget described in the “Approach/Budget” section on page 5 of this document?  If no, are there scoping alternatives that would fit within the budget described?



ADDITIONAL INFORMATION
	INF-1
	Based on the information provided in this RFI, do you feel that you have sufficient information to successfully respond to an RFP for this solicitation?  If not, what additional information would you recommend be incorporated into an RFP?

	INF-2
	Would you be willing to provide an onsite demonstration of your product prior to a formal Request for Proposals?

	INF-3
	Provide any other materials, suggestions, considerations, and discussion you deem appropriate.



CURRENT CUSTOMERS
	REF-1
REF-2
REF-3
	List up to three organizations similar to DRS that are currently using this platform.  Similar organizations include government agencies, banks and other financial institutions, and record keepers.  Include the following information for each:
a. Organization name
b. Industry (government, financial, etc.)
c. Size
d. How long have they been using your product?
e. Contact name, title, email and telephone number





Appendix A – DRS Computing Environment





Appendix B – DRS High Level Systems Overview
High-Level Systems Overview
Public Employers
Employer Information System
Member Information System (Active)
Benefits
System
(Retired)
Disbursements System
(Retiree Payroll)
Employer Reporting
· State Agencies
· Higher Education
· School Districts
· Cities/Counties
· Fire Districts
· Ports
· PUDs
Employer Reporting
· Active Member Account Maintenance
· Withdrawals
· Restorations
· Annual Statements
· Produce Retirement Estimates
· Initiate Retirements
· COLA Adjustments
· Issue Payments
· 1099 Processing
Receivable Management
System (AR)
· Employer Statements
· Member Statements
Other State Agencies
Third-Party Record Keepers
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